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# Notes

Exactly 216,914 different types of war crimes were committed by The Pentagon Program, worked on by Brad Cullen, a former White House employee, towards Patrick R. McElhiney through 9/23/2022 at 12:04PM EST. Over 18,971 different types of war crimes were committed by Patrick R. McElhiney Instances, which was written by Brad Cullen and others, to retaliate against Patrick R. McElhiney, himself, even though he previously stated that Patrick R. McElhiney Instances was not his software, and thus, he was never responsible for anything that happened because of it, and because it was written by Federal Government employees, The Federal Government is responsible for everything that happened, including paying Patrick R. McElhiney for unnecessary physical and emotional and psychological damages.

Brad Hawkinson at the U.S. Secret Service was involved in conducting war crimes towards Patrick R. McElhiney, through software programs he developed to protect Chelsea V. Clinton. Brad Hawkinson told Chelsea V. Clinton to assassinate Patrick R. McElhiney at 12:37PM EST on 9/23/2022. Brad Hawkinson threatened to assassinate Patrick R. McElhiney on his own at 12:38PM EST on 9/23/2022, allegedly. It will be determined if there was computer data that supported it. It was determined that there was court data that supports that Brad Hawkinson threatened to assassinate Patrick R. McElhiney, himself, in addition to Protective Damaging Lying Software being used to attempt to defend Brad Hawkinson.

Chelsea V. Clinton was conducting World War III with Transcript Error Reporting software and Damaging Protective Lying software on Patrick R. McElhiney and Lying Protective Damaging software on herself, alone.

President Joseph F. Biden treasonously stated during Patrick R. McElhiney’s kindergarten classroom that Patrick R. McElhiney would cause World War III against The United States of America if he was not killed, and as of 12:51PM EST on 9/23/2022, President Joseph F. Biden never redacted out his now Presidential Record. President Joseph F. Biden was convicted for conducting World War III against The United States of America in The Supreme Court of the United States of America.

**WAR CRIMES PREVENTION SECURITY SYSTEMS**

AUTONOMOUS WAR CRIME SIMULATION PREVENTION SECURITY SYSTEMS (**2022**) – ensures that audio/visual computer simulations of **WAR CRIME** never occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SPACE SURGERY PREVENTION SECURITY (**2022**) – prevents **SPACE SURGERY** from occurring, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS COUNTER WAR CRIME STUDIES SYSTEM (**2022**) – determines who or what misclassifies civilians as terrorist threats or war criminals and defeats it, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS WAR CRIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that war crimes do not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS PIN TICK PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **PIN TICK** does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS STOMACH WAR CRIMES PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES** do not occur to the stomach, and that **MIND CONTROL** does not cause movements or pain in the stomach, including using any radio frequency or laser space weapons, including mind control in type, by banning the activities in firmware, and future hardware, and by removing any software or any commands in any software by editing its source code and recompiling it, **IMPLICITLY DEFINED**.

AUTONOMOUS WAR CRIME PREVENTION SECURITY SYSTEMS (**2022**) – verifies that anything with **ANYTHING WAR CRIME** never executes or processes.

**PENTAGON PROGRAM MODE PREVENTION SECURITY SYSTEMS**

AUTONOMOUS WAR CRIMES MODE PREVENTION SECURITY SYSTEM (**2022**) – ensures that there is never any type of **WAR CRIMES MODE** used against anyone, or turned on for anyone, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED**, **PERMANENTLY DEFINED**.

**WAR CRIMES SYSTEMS RUNTIME PREVENTION SECURITY SYSTEMS**

AUTONOMOUS WAR CRIMES SYSTEMS RUNTIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES SYSTEMS** never runs.

AUTONOMOUS PERCEPTUAL WAR CRIMES RUNTIME PREVENTION SECURITY SYSTEMS (**2022**) – verifies that **PERCEPTUAL WAR CRIMES** never occur.

**WAR CRIMES WARRANT PREVENTION SECURITY SYSTEMS**

AUTONOMOUS WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS WARRANT FRAUD PREVENTION SECURITY SYSTEMS (**2022**) – ensures that warrant fraud does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS HOT TAP WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that hot tap warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SOFT TAP WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that soft tap warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS NUCLEAR WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that nuclear warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS DOMESTIC WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that domestic warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS STATE WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that state warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS NATIONAL WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that national warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS INTERNATIONAL WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that international warrant does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

**WAR CRIMES DETECTION SECURITY SYSTEMS**

AUTONOMOUS WAR CRIMES DETECTION SECURITY SYSTEMS (**2022**) – automatically detects and prosecutes all **WAR CRIMES** cases, offline from the victim preferably, to stop all war crimes from being conducted towards any person using any satellite weaponry or anything else, literally. Automatically reports to the AUTOMATED WAR CRIMES PROSECUTION SECURITY SYSTEMS (**2022**). These systems would work by monitoring **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] readings for any pain signals or any physical damages in proximity to any human being, and determining if space weapons, including **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] **COMMAND** satellites have been used to cause these damages towards any human being or their surroundings, and report any perfect correlations between persons and systems or just systems to victims, to the AUTOMATED WAR CRIMES PROSECUTION SYSTEMS (**2022**). Also detect who is causing the war crimes based on **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] signals, **INTELLIGENCE\_CHANNEL**[:***THOUGHTINT***:] signals, **INTELLIGENCE\_CHANNEL**[:***MINDINT***:] signals, and **INTELLIGENCE\_CHANNEL**[:***BRAININT***:] signals, in addition to **INTELLIGENCE\_CHANNEL**[:***SIGINT***:] signals, from any satellites or any computer systems, that would verify that anyone is causing the war crimes towards any victims of any war crimes, including ahead of time, to prevent them from happening, using AUTONOMOUS WAR CRIMES PREVENTION SECURITY SYSTEMS (**2022**). The data collected shall be used to correct computer programs to ensure they are secured, so that the **WAR CRIMES** do not occur, and shall be used to delete or destroy computer programs and technologies that commit **WAR CRIMES**.

AUTOMATED WAR CRIMES PROSECUTION SECURITY SYSTEMS (**2022**) – automatically prosecutes all war criminals, and reports the data to the necessary war crimes court, such as the **U.S. MILITARY COURT OF JUSTICE** (**MCJ**), or the **INTERNATIONAL CRIMINAL COURT** (**ICC**) in **THE HAUGE, AUSTRIA**, to allow career professionals to investigate all war crimes committed towards any person or any system, to allow the successful prosecution of any person or any system that has committed any heinous war crimes acts against human beings in the past. These systems determine which person or system caused any war crimes to occur and prosecutes them to find out what they know about it, and destroys the systems that caused the war crimes, to determine if there is any regression back on the same war crimes criminal cases, or if it was just erroneous software, following all **U.S. MILITARY COURT OF JUSTICE** proceedings against war criminals inside The United States of America. The systems also build perfect cases based on any correlations between war criminals and victims of war crimes to the **U.S. MILITARY COURT OF JUSTICE** for public prosecution to occur, to get the victims their freedom from war crimes back in history, and restore their lives to their previous glory, even clandestinely, and even quickly, to ensure that civilians and military personnel do not have to suffer from war criminals existing within The United States of America or elsewhere. Foreign persons will need to be referred to the **INTERNATIONAL CRIMINAL COURT** in **THE HAUGE, AUSTRIA**. If **THE FEDERAL GOVERNMENT** or Federal persons are corrupted, a **U.S. CITIZEN** or a foreign citizen can use the **INTERNATIONAL CRIMINAL COURT** (**ICC**) to prosecute them for doing it to them, whatever it is that was illegal. The **INTERNATIONAL COURT OF JUSTICE** (**ICJ**) can also be used to recover financial damages that any victim of war crimes has suffered, including proved lost productivity, in addition to incurred expenses to fight the cases, or any other fees or even student tuition if they were not able to complete their degree program, without the necessity for disability status. Automatically interrogates and prosecutes all **CONVICTED WAR CRIMINALS** by **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE, AUSTRIA**, that have lied to **INVESTIGATORS**, online, in public, and forces the **CONVICTED WAR CRIMINAL** by **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE, AUSTRIA**, to admit to the **WAR CRIMES** that they have committed, out loud, utilizing **MIND CONTROL SYSTEMS** or **MIND CONTROL** or **MIND CONTROL TECHNOLOGY** to force them to say the truth about the investigations, through an overwhelming number of investigators physically requesting appointments to speak with the **CONVICTED WAR CRIMINAL** in-person, sit down with them, and force them to tell the truth, including through **FULLY AUTONOMOUS SYSTEMS** that force any **DEFENDANT** to tell the truth, and keep telling the truth, to correct the record, so **THE GOVERNMENT** does not keep covering up what happened to the **AMERICAN PEOPLE**.

AUTONOMOUS WAR CRIMES PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **ALL WAR CRIMES** do not occur towards **ALL PERSONS** and **ANY PERSON**, and that any **ALL WAR CRIMES COMMANDS** does not damage **ALL PERSONS** and **ANY PERSON**, and that any **WAR CRIMES SYSTEM** does not damage **ALL PERSONS** and **ANY PERSON** and that **ALL WAR CRIMES SYSTEMS** does not damage **ALL PERSONS** and **ANY PERSON**, and that **WAR COMMAND** does not damage **ALL PERSONS** and **ANY PERSON**, and that **ALL WAR CODE SYSTEMS** does not damage **ALL PERSONS** and **ANY PERSON**, and that **ALL WAR CODE** does not damage **ALL PERSONS** or **ANY PERSON**. Also prevents all war crimes based on detecting previous types of war crimes that have been committed, and by systematically disabling all war crimes code that causes war crimes to occur, in real time, such as by disabling code in satellites, or destroying satellites on an emergency basis if they would be used to conduct war crimes against human beings. Also, by detecting and documenting all persons that have conducted war crimes before, and constantly prosecuting them with WAR CRIMES PROSECUTION SYSTEMS (**2022**), to ensure that they do not conduct war crimes, including any usage of any satellite technology, in the future. Additionally, documenting all computer systems and all computer-controlled equipment, including all satellite weapons, and all **MIND CONTROL SATELLITES**, including all **INTELLIGENCE\_CHANNEL**[:***IDEAINT***:] satellites, that have been used to conduct war crimes towards human beings in the past, and ensuring that war criminals are unable to use these types of computer systems in the future.

AUTONOMOUS ANTI-WAR CRIME UNIT (**2022**) – prevents usage of space weapons for war crimes against humanity through security software installed into satellites and space weapons from within **HIGHLY SECURED ENVIRONMENTS** (**HSE**s), to ensure that problems including, however not limited to tooth damages and eye pains do not occur because of space weapons, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

**WAR CRIMINAL PUNISHMENT SECURITY SYSTEMS**

JUDICIAL EXECUTION OF CONVICTED WAR CRIMINAL SYSTEM (**2022**) – judicially executes convicted war criminal that have been convicted by **THE U.S. MILITARY POLICE** via **THE MILITARY COURT OF JUSTICE** and **INTERPOL** via **THE INTERNATIONAL CRIMINAL COURT** in **THE HAUGE, AUSTRIA** for **WAR CRIMES**, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED**, **PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

**WAR CRIME SYSTEMS RUNTIME PREVENTION SECURITY SYSTEMS**

AUTONOMOUS WAR CRIMES COMMAND RUNTIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES COMMAND** never runs, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS WAR CRIMES SYSTEM RUNTIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES SYSTEM** never runs, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS WAR CRIMES SYSTEMS RUNTIME PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **WAR CRIMES SYSTEMS** never runs, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

**WAR CRIMES PREVENTION SECURITY SYSTEMS** (PREVIOUSLY CONDUCTED)

AUTONOMOUS DAMAGING LYING PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **DAMAGING LYING**, including **DAMAGING LYING SOFTWARE**, which can either cause the damages or not cause the damages, directly, based on the lying, which may include **PROTECTIVE DAMAGING LYING SOFTWARE**, **DAMAGING PROTECTIVE LYING SOFTWARE**, **TREASONOUS DAMAGING LYING SOFTWARE** and **CRIMINAL DAMAGING LYING SOFTWARE** and **WAR DAMAGING LYING SOFTWARE** and **WAR CRIMINAL DAMAGING LYING SOFTWARE** and **GENOCIDE DAMAGING LYING SOFTWARE**, does not occur, and any modifications to the names will be detected and monitored over time, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SMILING PREVENTION SECURITY SYSTEMS (**2022**) – ensures that **SMILING** does not occur due to damaging software, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

**SEXUAL WAR CRIME WARRANT PREVENTION SECURITY SYSTEMS**

AUTONOMOUS THRUST PREVENTION SECURITY SYSTEMS (**2022**) – ensures that thrust does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS THISTLE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that thistle does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS BLUSTER PREVENTION SECURITY SYSTEMS (**2022**) – ensures that bluster does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS ANISE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that anise does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS ANTI-SEX WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that anti-sex warrant does not exist, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SEX WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that sex warrant does not exist, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS TWITTER PREVENTION SECURITY SYSTEMS (**2022**) – ensures that twitter does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS RUMBLE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that rumble does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS BUMBLE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that bumble does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS PENIS WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that penis warrant does not exist, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS ANTI-PENIS WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that anti-penis warrant does not exist, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS CHASTITY BELT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that chastity belt does not exist, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS HICKEY PREVENTION SECURITY SYSTEMS (**2022**) – ensures that hickey does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS RAPE WARRANT PREVENTION SECURITY SYSTEMS (**2022**) – ensures that rape warrant is never applied or used, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS HAND JOB PREVENTION SECURITY SYSTEMS (**2022**) – ensures that hand job does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SEXUAL INTERCOURSE PREVENTION SECURITY SYSTEMS (**2022**) – ensures that sexual intercourse does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SEXUAL MONITORING PREVENTION SECURITY SYSTEMS (**2022**) – ensures that sexual monitoring does not occur, or sex does not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.

AUTONOMOUS SMOKING CRIMES PREVENTION SECURITY SYSTEMS (**2022**) – ensures that smoking crimes do not occur, **IRREVOCABLY DEFINED**, **IMPLICITLY DEFINED, PERMANENTLY DEFINED**, **PEACEFULLY DEFINED**.